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Company Description 
IANUS Consulting Ltd is a SME that conducts research in the security domain, develops innovative 
solutions, and provides consultancy and management services to its clients in both the public and 
the private sector. 

 
Cyber security expert 

 
Location: Larnaca, Cyprus 
 
Short job description: 
IANUS is looking for a cybersecurity expert with deep understanding on cybersecurity policies, 
methodologies and the whole cycle of the cybersecurity risk management. Related certificates are 
an added value for any candidate regardless the academic level. Candidates will be preferred if they 
have experience in working with information security and knowledge of penetration testing, network 
security, and the techniques used to expose and correct security flaws. They will become a member 
of a very dynamic research team, and they will be given the training, assistance, and opportunities to 
develop and increase their skills in this competitive area.  
 
Candidates should be graduates of technical disciplines of well-established European Universities. 

Other candidates from recognized institutions are also welcome. 

Primary Job duties  
As a Research Team member, you will focus on the implementation and management of European 
and National research projects in the field of cybersecurity, and you will undertake the following main 
activities and responsibilities: 

• Monitoring of suitable European innovation dedicated funding schemes; 

• Monitoring and follow-up of project activities. 

• Provide inputs in scientific and research reports. 

• Participate in project meetings and teleconferences. 

• Participate in EU-level working groups and platforms, representing IANUS strategic interests. 

• Prepare project reports and project deliverables. 

Employment Terms 
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The position is on a contract basis. Initially, a tree-year contract will be offered, which is renewable 

based on performance for multiple years and beyond the scope of the assigned project (s). The gross 

monthly salary depends on the candidate’s qualifications and experience. The executive period of 

employment begins as of the effective date and shall continue thereafter for a period of three (3) 

years. If mutually agreed between IANUS Consulting Management Team and the Contractor, the 

contract may be renewed under the same terms and conditions. 

Knowledge, skills and ability 

• University degree in computer science, computer engineering, or a related technical 

discipline, with an emphasis on cybersecurity; or bachelor's degree in these disciplines with 

at least two years' relevant experience. The possession of a Ph.D. degree is a plus. 

• Expertise in one or more of the following: cyber vulnerability assessment, intrusion 

detection systems and countermeasures, network protocols and monitoring, host forensics 

and memory forensics, malware analysis and triage, Android OS and mobile security, cloud 

security, network traffic analysis, and emulation of large-scale computer networks. 

• Evidence of relevant research expertise in the form of technical publications, presentations, 

software, and/or knowledge of applications. 

• Software development competence in at least one programming language; e.g. C/C++, Perl, 

Python, Ruby, Java or a related language. 

• Availability to travel for partner meetings and events abroad. 

• Proficiency level in English. 

 

Profile of the ideal candidate  

• Good team worker. 

• Good organizational and time management skills. 

• Be systematic and consistent. 

• Able to multitask. 

• Able to communicate with colleagues and collaborators at all levels, in a professional manner. 

• Dynamic, trustworthy, and committed. 
 

Working with us, you will expect 

• A unique opportunity for a career in a European-oriented company and self-development. 

• Attractive compensation package based on qualifications and experience. 

• Youthful and professional work culture and environment. 

• International and highly competitive environment in contact with leading-edge technology. 
 

To apply for this vacancy, please send by email your CV at  info@ianus-consulting.com, with the 
email subject matter “CYBER SECURITY”. 
 
Applications will be viewed and kept in strict confidence. 
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